3GPP TSG SA WG3 (Security) Meeting #87
S3-171560
15 – 19 May, 2017, Ljubljana, Slovenia
revision of S3-171415
Source:
Huawei, Hisilicon
Title:
Question and interim agreement for co-location of the SCMF and the SEAF
Document for:
Approval

Agenda Item:
8.3.1
1
Decision/action requested

This pCR proposes to add question and interim agreement for co-location of the SCMF and the SEAF in TR33.899.
2
References

3
Rationale

The SCMF receives a key from the SEAF that it uses to derive further (e.g., access-network specific) keys. In the roaming case, the SCMF resides in the visited network. According to the latest intrim agreement, the SEAF and the AMF are co-located in 5G phase 1. In order to reduce the key transfer and signaling interaction between SCMF and SEAF, this document proposes to co-locate the SCMF and the SEAF in 5G phase 1.
4
Detailed proposal

***********************Start of the first change************************
E.1
Questions and Interim Agreements for security area #1
E.1.2 
Questions and Interim Agreements for Key Issue #1.2
E.1.2.X
Separation of Security Context Management Function from other Functions
E.1.2.X.1
Description of Question
Shall the Security Context Management Function (SCMF) be separated from the SEAF?

E.1.2.X.2
Interim Agreement
In 5G phase 1, the SCMF shall be co-located with the SEAF.  
***********************End of the first change*************************
